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Information.  
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Consulting CIO, or send an email to inquiries@sandboxtech.com. 

 
 

Information security awareness training is available at a flat rate, based on the number of 
lectures. For optimal results, it is recommended that groups be limited to thirty persons per 
session. Additional services, including Web-based sessions, and simulated phishing attacks to 
test under retention are also available for an additional fee. 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Information Security Awareness Training 
According to a recent Gartner Group study, social engineering 

currently represents the single greatest risk to companies and 

individual Internet users. This trend is expected to continue for the 

next ten years.  

 

Maintaining a secure infrastructure is no longer enough – User 

vigilance is imperative. 

Threat Awareness  

A well-informed user base significantly 
reduces the likelihood of a breach. Train your 
users to spot signs of common social 
engineering schemes, including phishing, 
vishing, pharming and other deceptions. 
 

User Response 

Teach users how to take the appropriate 
action(s) in the event of a suspected breach. 
Reinforce the importance of reporting 
suspicious emails, telephone calls and other 
threats. 
 
 
 
 
 
 
 
 
 

Proactive User Practices  

Learn safe password practices. Teach your 
staff the basics of physical equipment 
security, and the employee’s role in protecting 
company resources.   
 

mailto:inquiries@sandboxtech.com

